
M E M O R A N D U M 
  
  
TO:  All MDCPS Network Users 
  
FROM:  Information Technology Services (ITS) 

  
SUBJECT: ***VIRUS ALERT*** 
  
An e-mail virus called W32/mydoom.f@MM has been reported. This version is very similar to the other 
versions of the MyDoom virus. However, this version will destroy targeted files such as MS doc, xls, mdb 
(access), bmp, avi, jpeg and others.  The virus will also try to infect "mapped" network drives in an 
attempt to further destroy targeted data files. The e-mails generated by this virus have a spoofed From: 
address, so incoming messages may appear to be from people you know. Furthermore, the subject line 
and message body are both randomly generated by the virus. These e-mails contain an attachment that 
must not be opened. The attachment varies, but often arrives as a .zip file. If you receive suspicious e-
mail messages, delete them immediately without opening the attachment.  
  
As always, your cooperation is greatly appreciated. If you have any questions regarding this memo, 
please call Support Services at 305-995-3705(0). 
 


