
M E M O R A N D U M 
  
  
  
TO:                   All Employees 
  
FROM:              Information Technology Services (ITS) 
  
SUBJECT:         *** URGENT *** NEW W32/MYDOOM.S@MM VIRUS 
  
A new email worm called W32/Mydoom.S@mm has been identified and received by staff 
throughout the district.  This worm comes with an attachment that is being cleaned by the 
District's antivirus software; however, school site mail servers that are not up to date with the 
latest virus definitions may be sending infected emails.   
  
The following is a sample of what email users may receive: 
  

FROM:               Spoofed Address 
SUBJECT:         photos 
BODY:               LOL!;)))) 
ATTACHMENT:  photos_arc.exe 
  

Do not follow the instructions in this message and do not open the attachment.  
  
Users are reminded that they must keep their computers updated with the latest Microsoft critical 
updates and MacAfee virus definitions (DATS).  As always, your cooperation is greatly 
appreciated.  If you have any questions regarding this memo, please call Support Services at 
305-995-3705(0). 
 


